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M1 CHOACAN

RESOLUCION DEL COMITE DE
TRANSPARENCIA DEL TRIBUNAL
ELECTORAL DEL ESTADO

AREA RESPONSABLE:
SECRETARIA GENERAL DE
ACUERDOS DEL TRIBUNAL
ELECTORAL DEL ESTADO

Morelia, Michoacan a veintisiete de enero de dos mil veintiséis.’

Resolucién del Comité de Transparencia del Tribunal Electoral del Estado? que
confirma la clasificacion parcial de informacion como confidencial de los datos
personales, analogos y/o vinculantes de la parte actora; informacién contenida en
la Sentencia del Juicio para la Proteccion de los Derechos Politico-Electorales del
Ciudadano TEEM-JDC-264/20253, emitida por el Pleno del Tribunal Electoral del
Estado* el veintidés de diciembre de dos mil veinticinco, y aprueba la version
publica de la Sentencia, a fin de darle difusion, protegiendo la informacion

considerada legalmente como confidencial.

ANTECEDENTES

l. Principio de maxima publicidad. Para cumplir con las obligaciones en materia
de transparencia, garantizando el pleno ejercicio del derecho de acceso a la
informacion, el principio de maxima publicidad constitucionalmente establecido y la
garantia del derecho de proteccién de datos personales, mismo que se encuentra
reconocido como derecho humano, resulta necesario llevar a cabo la elaboracion y
publicacion de las versiones publicas de las sentencias o resoluciones

jurisdiccionales emitidas por este Tribunal Electoral del Estado®.

Lo anterior, de conformidad con los articulos 8, 11, 12, 23, 39 fraccion IV incisos a),
b), e), i) y demas relativos y aplicables de la Ley de Transparencia, Acceso a la
Informacién Publica y Proteccion de Datos Personales del Estado de Michoacan de

Ocampo®.

En lo subsecuente, las fechas que se citen en la presente resolucion corresponderan al afio dos
mil veintiséis, salvo sefialamiento expreso.

2 En lo sucesivo Comité de Transparencia.

3 En adelante Sentencia.

4 En lo subsecuente Pleno.

5 En lo sucesivo Tribunal Electoral.

6 En adelante Ley Estatal de Transparencia.
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Il. Elida Judicial. El dia veintisiete de marzo de dos mil veintitrés, quien fungia como
Magistrada Presidenta del Tribunal Electoral, previa autorizacion expresa del Pleno,
suscribié Convenio de colaboraciéon con el Poder Judicial del Estado de Jalisco, a
fin de que éste compartiera con el Tribunal Electoral la herramienta tecnoldgica
(software) denominada “Elida Judicial”, los conocimientos desarrollados, asi como
el codigo fuente de programacion para su instalacion, adecuacion y utilizacion, con
la finalidad de agilizar la elaboracion de versiones publicas, protegiendo la
informacion reservada o confidencial, con total apego a la normatividad de
transparencia, acceso a la informacién publica y proteccion de datos personales,
por lo que, a partir de la suscripcion del citado convenio, este Tribunal Electoral

puede hacer uso del referido software.

lll. Aprobacion de la Sentencia. En Sesion Publica celebrada el veintidos de
diciembre de dos mil veinticinco, por mayoria de votos?®, las magistraturas
integrantes del Pleno aprobaron la Sentencia, siendo en el apartado “IV.
PROTECCION DE DATOS’, que se vinculd a la Secretaria General de Acuerdos
del Tribunal Electoral’ para que remitiera a la Unidad de Transparencia de este
Organo Jurisdiccional'®, la propuesta de versién publica de la Sentencia, a fin de
que el Comité de Transparencia determine lo que en derecho corresponda; lo

anterior en atencion a la naturaleza del asunto.

" Dicho software contod con la aprobacion del Instituto Nacional de Transparencia, Acceso a la
Informacién y Proteccion de Datos Personales (INAI) —quien fuera el maximo érgano garante en la
materia hasta su extincion material, el dia veintiuno de marzo de dos mil veinticinco— y el extinto
Sistema Nacional de Transparencia (SNT) —instancia de coordinacion y deliberacién, que tuvo como
objetivo la organizacion de los esfuerzos de cooperacién, colaboracién, promocion, difusion y
articulaciéon permanente en materia de transparencia, acceso a la informacion y proteccién de datos
personales, de conformidad con lo sefialado en la Ley General de Transparencia y Acceso a la
Informacién Publica —abrogada el dia veintiuno de marzo de dos mil veinticinco— y demas
normatividad aplicable—; aunado a lo anterior, el entonces Instituto Michoacano de Transparencia,
Acceso a la Informacion y Proteccion de Datos Personales, en fecha veintiddés de noviembre de dos
mil veintiuno, suscribié Convenio de colaboracion con el Poder Judicial del Estado de Jalisco para el
uso propio de la referida herramienta tecnoldgica.

8 Con los votos particulares de la Magistrada Presidenta Ameli Gissel Navarro Lepe y del Magistrado
Eric Lépez Villasefor, por lo que la clasificacién de informaciéon a que se refiere la presente
Resolucién también comprende el contenido de dichos votos.

9 En lo sucesivo Area Responsable.

10 En adelante Unidad de Transparencia.

" En virtud de que, dentro de los derechos de las victimas, previstos en la Ley General de Victimas
y el Protocolo para Atender la Violencia Politica Contra las Mujeres, emitido por el Tribunal Electoral
del Poder Judicial de la Federacion, se encuentra el derecho a la confidencialidad y a la intimidad,
por tanto, ante la existencia de posibles actos que pudieran constituir violencia politica en contra de
las mujeres en razén de género, y la eventual accién de inconformarse ante lo resuelto en esta
instancia, se deben salvaguardar, en su integridad, todas las expresiones, imagenes, frases o
cualquier otro elemento o dato relevante que haga identificable a su persona, asi como sus domicilios
particulares, correos electronicos, numeros telefénicos de terceros y todos aquellos datos que la
hagan localizable, a efecto de evitar una exposicion, revictimizacion y/o discriminacion.
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IV. Solicitud de aprobacion de version publica. En virtud de lo anterior y a efecto
de someter a consideracion del Comité de Transparencia, mediante oficio TEEM-
SGA-2981/2025 de fecha treinta de diciembre de dos mil veinticinco y recibido el
mismo dia, el Area Responsable remitié a la Unidad de Transparencia, la propuesta
de versién publica de la Sentencia, ello, por contener informacién clasificada como
confidencial, en términos de los articulos 64 y 115 de la Ley General de
Transparencia y Acceso a la Informaciéon Publica’; 3 fraccion IX y 25 de la Ley
General de Proteccion de Datos Personales en Posesion de Sujetos Obligados's;
23 y 97 de la Ley Estatal de Transparencia; 3 fraccion VI, 6 y demas relativos y
aplicables de la Ley de Proteccion de Datos Personales en Posesion de Sujetos
Obligados del Estado de Michoacan de Ocampo'4; asi como los capitulos Il y VI de
los Lineamientos Generales en Materia de Clasificacién y Desclasificacion de la

Informacion, asi como para la Elaboracion de Versiones Publicas’®.

CONSIDERANDOS

1. Competencia. Este Comité de Transparencia es competente para coordinar,
supervisar y realizar las acciones necesarias para garantizar el derecho a la
proteccion de los datos personales en la organizacidén del responsable, asi como
para establecer criterios que resulten necesarios para una mejor observancia de la
Ley General de Datos y la Ley Estatal de Datos; lo anterior en términos de los
articulos 77 y 78 fracciones | y IV de la Ley General de Datos;y 78 y 79 fracciones
l'y IV de la Ley Estatal de Datos. De tal suerte, con fundamento en los articulos 40
fracciones Il y VIl de la Ley General de Transparencia; y 125 fracciones Il y IX de
la Ley Estatal de Transparencia, el Comité de Transparencia es competente para
confirmar, modificar o revocar la clasificacion de la informacién que realicen las
areas competentes del Tribunal Electoral; en concordancia con lo dispuesto por el
articulo 64 fraccion Il del Reglamento Interior del Tribunal Electoral del Estado; y 62,
65 y demas relativos y aplicables del Reglamento del Tribunal Electoral del Estado
de Michoacan, de Transparencia, Acceso a la Informacién Publica y Proteccion de

Datos Personales™®.

2. Materia. El objeto de la presente es resolver respecto de:

2 En adelante Ley General de Transparencia.

3 En lo subsecuente Ley General de Datos.

4 En lo sucesivo Ley Estatal de Datos.

5 En adelante Lineamientos Generales.

6 En lo sucesivo Reglamento de Transparencia del Tribunal Electoral.
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1. La clasificacion parcial de informacion como confidencial de los datos personales,

analogos y/o vinculantes de la parte actora, contenidos en la Sentencia.

2. En su caso, aprobacion de la version publica de la Sentencia, propuesta por el

Area Responsable.

Ahora bien, de la versién publica propuesta por el Area Responsable, remitida
mediante oficio TEEM-SGA-2981/2025, tenemos que, la informacion que solicita se

clasifique como confidencial, es la siguiente:

DATOS PERSONALES, ANALOGOS Y/O VINCULANTES DE LA PARTE ACTORA

Numero consecutivo que [ No.1 ELIMINADO el nombre de la parte actora
identifica al dato en la | No.5 ELIMINADO el nombre de la parte actora
version publica del
documento / Informacién | No.2 ELIMINADO el nimero de expediente antecedente
eliminada por considerarse | No.3 ELIMINADO el numero de expediente antecedente
confidencial No.4 ELIMINADO el numero de expediente antecedente

Lo anterior, en términos de los articulos 97 de la Ley Estatal de Transparencia; 3
fraccion VIII, 6 y demas relativos y aplicables de la Ley Estatal de Datos; Trigésimo
octavo de los Lineamientos Generales; y en observancia y concatenacion a los
derechos de confidencialidad e intimidad de las victimas, previstos en la Ley
General de Victimas y el Protocolo para Atender la Violencia Politica Contra las
Mujeres ' del Tribunal Electoral del Poder Judicial de la Federacion'®, y la
Jurisprudencia 12/2022, de rubro “VIOLENCIA POLITICA EN RAZON DE
GENERO. LAS MEDIDAS DE PROTECCION PUEDEN MANTENERSE, DESPUES
DE CUMPLIDA LA SENTENCIA, EN TANTO LO REQUIERA LA VICTIMA.”, ante la
existencia de posibles actos que pudieran constituir violencia politica en contra de
las mujeres en razén de género, y la eventual accion de inconformarse ante lo

resuelto en esta instancia.

3. Marco juridico. A fin de analizar la procedencia de clasificacion parcial de
informacion como confidencial de los datos personales, analogos y/o vinculantes de
la parte actora, contenidos en la Sentencia, y, en su caso, la aprobacion de la
version publica propuesta por el Area Responsable, es importante mencionar que

la proteccion de datos personales se encuentra prevista en la Constitucion Politica

7 En lo sucesivo Protocolo.
8 En lo subsecuente TEPJF.
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de los Estados Unidos Mexicanos'®, en sus articulos 6, apartado A, fracciones | y |I,

asi como 16, parrafo segundo, que a la letra dicen:

A. “Para el gjercicio del derecho de acceso a la informacion, la Federacion y
las entidades federativas, en el ambito de sus respectivas competencias,
se regiran por los siguientes principios y bases:

I. Toda la informacién en posesion de cualquier autoridad, entidad, érgano
y organismo de los Poderes Ejecutivo, Legislativo y Judicial, érganos
auténomos, partidos politicos, fideicomisos y fondos publicos, asi como
de cualquier persona fisica, moral o sindicato que reciba y ejerza
recursos publicos o realice actos de autoridad en el ambito federal,
estatal y municipal, es publica y sbélo podra ser reservada
temporalmente por razones de interés publico y seguridad nacional, en
los términos que fijen las leyes. En la interpretacion de este derecho
debera prevalecer el principio de maxima publicidad. Los sujetos
obligados deberan documentar todo acto que derive del ejercicio de sus
facultades, competencias o funciones, la ley determinara los supuestos
especificos bajo los cuales procedera la declaracion de inexistencia de
la informacion.

Il. La informacién que se refiere a la vida privada y los datos personales
sera protegida en los términos y con las excepciones que fijen las leyes.
Para tal efecto, los sujetos obligados contaran con las facultades
suficientes para su atencion.

[..T.

“Articulo 16
[.]

Toda persona tiene derecho a la proteccion de sus datos personales, al
acceso, rectificacion y cancelacion de los mismos, asi como a manifestar
su oposicién, en los términos que fije la ley, la cual establecera los
supuestos de excepcion a los principios que rijan el tratamiento de datos,
por razones de seguridad nacional, disposiciones de orden publico,
seguridad y salud publicas o para proteger los derechos de terceros”.

De los articulos anteriores, se desprende que la informacion que refiere al ambito
privado de las personas, asi como los datos personales, deben estar protegidos en
los términos que fije la ley, por lo que, sin distincion, toda persona tiene derecho a

la proteccidn de sus datos personales.

Al respecto, la Ley General de Transparenciay la Ley Estatal de Transparencia, son
las normas juridicas que regulan el acceso a la informacion publica y las
excepciones a ésta, cuando la informacién actualice alguna de las causales de
reserva o confidencialidad. En el caso de confidencialidad que nos ocupa, resulta

aplicable lo establecido en los siguientes articulos:

Ley General de Transparencia

Articulo 1. La presente Ley es reglamentaria del articulo 6o. de la
Constitucion Politica de los Estados Unidos Mexicanos, en materia de
transparencia y acceso a la informacién publica y sus disposiciones son
de orden publico, de interés social y de observancia general en todo el

19 En adelante CPEUM.
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territorio nacional, con el fin de garantizar el derecho humano al acceso a
la informacién y promover la transparencia y rendicion de cuentas.

Articulo 2. Esta Ley tiene por objeto:

. Establecer los principios, bases generales y procedimientos para
garantizar el derecho de acceso a la informacién publica en posesion de
cualquier autoridad, agencia, comisidon, comité, corporacion, ente,
entidad, institucion, o6rgano, organismo o0 equivalente de los
poderes Ejecutivo, Legislativo y Judicial de los tres niveles de gobierno,
organos constitucionalmente auténomos, partidos politicos, fideicomisos
y fondos publicos, asi como de cualquier persona fisica, moral o sindicato
que reciba y ejerza recursos publicos o realice actos de autoridad de
la Federaciéon, de las entidades federativas, de los municipios o
demarcaciones territoriales de Ciudad de México;

[-]

Articulo 115. Se considera informacion confidencial la que contiene datos
personales concernientes a una persona fisica identificada o identificable.
La informacidn confidencial no estara sujeta a temporalidad alguna y sélo
podran tener acceso a ella los titulares de la misma, sus representantes y
las personas servidoras publicas facultadas para ello.

Se considera como informacion confidencial de personas fisicas o
morales: los secretos bancario, fiduciario, industrial, comercial, fiscal,
bursatil y postal, cuya titularidad corresponda a las personas particulares,
sujetos de derecho internacional o a sujetos obligados cuando no
involucren el gjercicio de recursos publicos.

Asimismo, sera informaciéon confidencial aquella que presenten las
personas particulares a los sujetos obligados, siempre que tengan el
derecho a ello, de conformidad con lo dispuesto por las leyes o los
tratados internacionales.

Se considera confidencial el pronunciamiento sobre la existencia o
inexistencia de quejas, denuncias y/o procedimientos administrativos
seguidos en contra de personas servidoras publicas y particulares que
se encuentren en tramite o no hayan concluido con una sancién firme.

Articulo 119. Para que los sujetos obligados puedan permitir el acceso a
informacién confidencial requieren obtener el consentimiento de las
personas particulares titulares de la informacion.

[-]

Ley Estatal de Transparencia

Articulo 97. Se considera informacion confidencial la que contiene datos
personales concernientes a una persona identificada o identificable.

La informacion confidencial no estara sujeta a temporalidad alguna y sélo
podran tener acceso a ella los titulares de la misma, sus representantes y
los Servidores Publicos facultados para ello.

Se considera como informacion confidencial: los secretos bancario,
fiduciario, industrial, comercial, fiscal, bursatil y postal, cuya titularidad
corresponda a particulares, sujetos de derecho internacional o a sujetos
obligados cuando no involucren el ejercicio de recursos publicos.

Asimismo, sera informacién confidencial aquella que presenten los
particulares a los sujetos obligados, siempre que tengan el derecho a ello,
de conformidad con lo dispuesto por las leyes o los tratados
internacionales.
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Articulo 101. Para que los sujetos obligados puedan permitir el acceso a
informacién confidencial requieren obtener el consentimiento de los
particulares titulares de la informacion.

No se requerira el consentimiento del titular de la informacién confidencial
cuando:

I. La informacién se encuentre en registros publicos o fuentes de acceso
publico;

Il. Por ley tenga el caracter de publica;

Ill. Exista una orden judicial;

IV. Por razones de salubridad general, o para proteger los derechos de
terceros, se requiera su publicacion; o,

V. Cuando se transmita entre sujetos obligados y entre éstos y los sujetos
de derecho internacional, en términos de los tratados y los acuerdos
interinstitucionales, siempre y cuando la informacion se utilice para el
ejercicio de facultades propias de los mismos.

[

Asimismo, los Lineamientos Generales disponen lo siguiente:

Trigésimo octavo. Se considera susceptible de clasificarse como
informacion confidencial:

I. Los datos personales, entendidos como cualquier informacion
concerniente a una persona fisica identificada o identificable, en términos
de la norma aplicable que, de manera enunciativa mas no limitativa, se
pueden identificar de acuerdo a las siguientes categorias:

1. Datos identificativos: EI nombre, alias, pseudénimo, domicilio, codigo
postal, teléfono particular, sexo, estado civil, teléfono celular, firma, clave
de Registro Federal de Contribuyentes (RFC), Clave Unica de Registro de
Poblacion (CURP), Clave de Elector, Matricula del Servicio Militar
Nacional, nimero de pasaporte, Ilugar y fecha de nacimiento,
nacionalidad, edad, fotografia, localidad y seccion electoral, y analogos.
2. Datos de origen: Origen, etnia, raza, color de piel, color de ojos, color y
tipo de cabello, estatura, complexioén, y analogos.

3. Datos ideolégicos: Ideologias, creencias, opinidn politica, afiliacion
politica, opinion publica, afiliacion sindical, religion, conviccién filosoéfica y
analogos.

4. Datos sobre la salud: El expediente clinico de cualquier atencion
médica, historial médico, referencias o descripcion de sintomatologias,
deteccion de enfermedades, incapacidades meédicas, discapacidades,
intervenciones quirdrgicas, vacunas, consumo de estupefacientes, uso de
aparatos oftalmolégicos, ortopédicos, auditivos, protesis, estado fisico o
mental de la persona, asi como la informacioén sobre la vida sexual, y
analogos.

5. Datos Laborales: Numero de seguridad social, documentos de
reclutamiento o seleccién, nombramientos, incidencia, capacitacion,
actividades extracurriculares, referencias laborales, referencias
personales, solicitud de empleo, hoja de servicio, y analogos.

6. Datos patrimoniales: Bienes muebles e inmuebles de su propiedad,
informacion fiscal, historial crediticio, ingresos y egresos, numero de
cuenta bancaria y/o CLABE interbancaria de personas fisicas y morales
privadas, inversiones, sequros, fianzas, servicios contratados, referencias
personales, beneficiarios, dependientes econdémicos, decisiones
patrimoniales y analogos.

7. Datos sobre situacion juridica o legal: La informacion relativa a una
persona que se encuentre o haya sido sujeta a un procedimiento
administrativo seguido en forma de juicio o jurisdiccional en materia
laboral, civil, penal, fiscal, administrativa o de cualquier otra rama del
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Derecho, y analogos.

8. Datos académicos: Trayectoria educativa, avances de créditos, tipos de
examenes, promedio, calificaciones, titulos, cédula profesional,
certificados, reconocimientos y analogos.

9. Datos de transito y movimientos migratorios: Informacién relativa al
transito de las personas dentro y fuera del pais, asi como informacion
migratoria, cédula migratoria, visa, pasaporte.

10. Datos electrénicos: Firma electronica, direcciéon de correo electronico,
codigo QR.

11. Datos biométricos: Huella dactilar, reconocimiento facial,
reconocimiento de iris, reconocimiento de la geometria de la mano,
reconocimiento vascular, reconocimiento de escritura, reconocimiento de
voz, reconocimiento de escritura de teclado y analogos.

4. Calificacion de la version publica. Bajo ese tenor, los datos personales de una
persona fisica identificada o identificable, entendiéndose como toda aquella
informacion relacionada con cualquier aspecto que afecte su intimidad, son
confidenciales y susceptibles de protegerse, de tal forma que para que los sujetos
obligados puedan difundir aquellos que se encuentren contenidos en sus sistemas
de informacion, deberan contar con el consentimiento de este, salvo las

excepciones que las leyes fijen.

En el caso, recordemos que, conforme a los derechos de las victimas, previstos en
la Ley General de Victimas y el Protocolo, emitido por el TEPJF, asi como en la
Jurisprudencia 12/2022, de rubro “VIOLENCIA POLITICA EN RAZON DE
GENERO. LAS MEDIDAS DE PROTECCION PUEDEN MANTENERSE, DESPUES
DE CUMPLIDA LA SENTENCIA, EN TANTO LO REQUIERA LA VICTIMA.”, se
encuentra el derecho a la confidencialidad y a la intimidad, y, a pesar de que en el
presente caso se haya desechado el medio de impugnacion, no debe dejar de
observarse que, ante la existencia de la denuncia en la que se aducen actos, hechos
u omisiones vinculados con ese tipo de violencia en perjuicio de la parte actora, y
ante la eventual accidén de inconformarse ante lo resuelto en esta instancia, se
estima que deben salvaguardarse, en su integridad, todas las expresiones,
imagenes, frases o cualquier otro elemento o dato relevante que haga identificable
a su persona, asi como sus domicilios particulares, correos electronicos, numeros
telefénicos de terceros y todos aquellos datos que la hagan localizable, a efecto de

evitar una exposicion, revictimizacion y/o discriminacion.

Una vez precisado lo anterior, a efecto de determinar si resulta procedente la
clasificacion de informacion como confidencial y aprobacion de la versién publica
propuesta por el Area Responsable, este Comité de Transparencia procedera a
realizar el analisis de los datos personales, analogos y/o vinculantes de la parte

actora, contenidos en la Sentencia, mismos que se describen en la tabla
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anteriormente inserta.

Recordemos que los datos personales son toda aquella informacion numérica,
alfabética, grafica, acustica o de cualquier otro tipo concerniente a una persona
fisica, identificada o identificable, tal y como son, de manera enunciativa mas no
limitativa: el origen étnico o racial, caracteristicas fisicas, morales o emocionales, la
vida afectiva y familiar, el domicilio y teléfono particular, correo electronico no oficial,
patrimonio, ideologia y opiniones politicas, creencias, convicciones religiosas y
filosoficas, estado de salud, preferencia sexual, la huella digital, el ADN, el numero

de seguridad social y analogos.

Los datos personales se clasifican en diversas categorias atendiendo a las
caracteristicas del dato que se trate; a saber: Datos identificativos (nombre,
domicilio, numero de teléfono particular, numero de teléfono celular, edad, firma,
Registro Federal de Contribuyentes, Clave Unica de Registro de Poblacién, Clave
de elector, etc.). Datos electronicos (correo electrénico, usuario, contrasefa, firma
electronica, etc.). Datos laborales (puesto, domicilio oficial, correo oficial, etc.).
Datos patrimoniales (cuentas bancarias, informacion crediticia, etc.). Datos sobre
procedimientos administrativos y/o jurisdiccionales. Datos académicos (trayectoria
educativa, titulo, numero de cédula profesional, etc.). Datos de transito y
movimientos migratorios (cédula migratoria). Datos sobre la salud (estado de salud,
enfermedades contraidas o en curso, etc.). Datos biométricos (huella digital). Datos
sensibles, especialmente protegidos (vida sexual, religiéon, origen étnico, u otros
analogos que afecten su intimidad). Datos personales de naturaleza publica (firma
de servidores publicos?°, fotografia de servidores publicos, el nombre comercial y la
denominacion o razon social de personas morales?', datos de identificacion del

representante o apoderado legal??, etc.).

Ahora bien, la informacién confidencial refiere a la informacién en poder de los
sujetos obligados, protegida por el Derecho Fundamental a la Proteccion de los
Datos Personales y la Privacidad, es decir, los datos seran confidenciales cuando

asi lo refiera una norma aplicable®.

20 Criterio de Interpretacion para sujetos obligados, reiterado, orientador, de rubro “Firma y rubrica
de servidores publicos”, con clave de control: SO/002/2019, emitido por el extinto INAI.

21 Criterio de Interpretacion para sujetos obligados, reiterado, orientador, de rubro “Razoén social y
RFC de personas morales”, con clave de control: SO/008/2019, emitido por el extinto INA/.

22 Criterio de Interpretacion para sujetos obligados, reiterado, orientador, de rubro “Datos de
identificacion del representante o apoderado legal. Naturaleza juridica”, con clave de control:
S0/001/2019, emitido por el extinto INAI.

23 Asimismo, resultan orientadores los criterios de interpretacion del pleno del extinto INA/, al haber
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En tal sentido, de la Sentencia en estudio se desprende que los datos personales,
analogos y/o vinculantes de la parte actora contenidos en esta, pertenecen a las

categorias siguientes:

I. Datos identificativos: nombre de la parte actora.

[I.  Datos sobre situacion juridica o legal: numero de expediente antecedente.

Precisado lo anterior, se concluye que la informacion descrita en la tabla
denominada DATOS PERSONALES, ANALOGOS Y/O VINCULANTES DE LA
PARTE ACTORA, es susceptible de clasificarse como confidencial, a efecto de
evitar una exposicion, revictimizacién y/o discriminacion, conforme a los articulos 16
parrafo segundo de la CPEUM, 97 de la Ley Estatal de Transparencia, en
concordancia con los derechos de confidencialidad e intimidad de las victimas,

previstos en la Ley General de Victimas y en el Protocolo, emitido por el TEPJF.

Por lo antes expuesto y con fundamento en los articulos 40 fraccion Il de la Ley
General de Transparencia, 125 fraccion |l de la Ley Estatal de Transparencia,

capitulos Il y VI de los Lineamientos Generales, este Comité de Transparencia:

RESUELVE

PRIMERO. Se confirma la clasificacion parcial de informacion como
confidencial de los datos personales, analogos y/o vinculantes de la parte actora,
contenidos en la Sentencia, mismos que se describen en la tabla inserta en el

apartado 2. Materia., de la presente resolucion.

SEGUNDO. Se aprueba la version publica de la Sentencia, referida en el

resolutivo que antecede.
TERCERO. Se instruye a la Secretaria General de Acuerdos realice las gestiones
necesarias para la publicacién de la presente resolucion, asi como de la version

publica aprobada, en el apartado correspondiente del Portal Institucional.

Notifiquese por oficio al Secretario General de Acuerdos del Tribunal Electoral y

sido el maximo Organo Garante de los Derechos de Acceso a la Informacién Publica y Proteccion
de Datos Personales.
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publiquese también la presente resolucién en el trimestre de Obligaciones que

corresponda, en el formato XXXVIII, del articulo 35 de la Ley Estatal de

Transparencia, relativo a las actas y resoluciones del Comité de Transparencia.

La presente resolucion fue aprobada por unanimidad de votos de las magistraturas

integrantes del Comité de Transparencia del Tribunal Electoral del Estado; la

Magistrada Ameli Gissel Navarro Lepe, en su calidad de Presidenta, asi como las

Magistradas y los Magistrados Yurisha Andrade Morales, Alma Rosa Bahena

Villalobos, Adrian Hernandez Pinedo y Eric Lopez Villasenor, quienes firman la

misma de manera digital, ante el Licenciado Jorge Torres Reyes, en su calidad de

Secretario Técnico del referido Comité, en la Primera Sesion Ordinaria celebrada el

veintisiete de enero de dos mil veintiséis.

MAGISTRADA PRESIDENTA DEL COMITE

30sXpCfrZRmhOIREKORU +0a0OmauBvC

DUTBGeCSgD9YE=

amelinavarro@teemcorreo.org.mx

AMELIi GISSEL NAVARRO LEPE

MAGISTRADA E INTEGRANTE DEL
COMITE

M1TCKSE12FKKOge9KHPh80/U22nau/
MHsY+Gcoge5cw=
yurisha.andrade@teemcorreo.org.mx

YURISHA ANDRADE MORALES

MAGISTRADO E INTEGRANTE DEL
COMITE

T7h+IlwgumRcCrcEfwLxmOweEK9K75K
8yQHz9s)Bnt+s=
adrianhernandez@teemcorreo.org.mx

ADRIAN HERNANDEZ PINEDO

MAGISTRADA E INTEGRANTE DEL
COMITE

misYA7m+IVacrbj64dCTR21R1A0ONNS
twLEFukd95cOw=
almabahena@teemcorreo.org.mx

ALMA ROSA BAHENA VILLALOBOS

MAGISTRADO E INTEGRANTE DEL
COMITE

q900KtUxzRym/AeTFTEEsaq4dazémG
Q5)OmulNk+z7Q=
ericlopez@teemcorreo.org.mx

ERIC LOPEZ VILLASENOR
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SECRETARIO TECNICO DEL COMITE

sC30B20jRs3brzU1gGLKEZpsDjP+X2
wQ4t9)zH3/Mga=
jorge.torres@teemcorreo.org.mx

JORGE TORRES REYES

Las firmas que anteceden corresponden a la resolucion aprobada por las magistraturas integrantes
del Comité de Transparencia del Tribunal Electoral del Estado, en la Primera Sesién Ordinaria
celebrada el veintisiete de enero de dos mil veintiséis; la cual consta de doce fojas, incluida la
PrESENtE. - - - - - - - o - oo o o e o e e e oo oo

Este documento fue autorizado mediante firmas electronicas certificadas, y tiene plena
validez juridica de conformidad con el numeral TERCERO y CUARTO del ACUERDO DEL
PLENO POR EL QUE SE IMPLEMENTA EL USO DE LA FIRMA ELECTRONICA EN LOS
ACUERDOS, RESOLUCIONES Y SENTENCIAS QUE SE DICTEN CON MOTIVO DEL TRAMITE,
TURNO, SUSTANCIACION Y RESOLUCION DE LOS ASUNTOS JURISDICCIONALES, ASi
COMO EN LOS ACUERDOS, LAS GESTIONES Y DETERMINACIONES DERIVADAS DEL
AMBITO ADMINISTRATIVO DEL TRIBUNAL. === == = s s s s e eemmmcecceccaacaacaamnns
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